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Introduction

Through rapid digitalization and
agile technology, the concept of
“data” has become the new raw
material of business, regarded
as an economic input almost on
a par with capital and labor. As
modern computing power has ex-
panded, our ability to collect, pro-
cess, store, and analyze dataon a
large scale has also raised com-
plex questions about the com-
mercial nature of the accumulat-
ed “bigdata” and the implications
for competition in numerous in-
dustries across the global econ-
omy. In that same vein, as Arti-
ficial Intelligence (AI), Machine
Learning (ML), and the Internet
of Things (IoT) promise to ren-
der big data analytics a central
feature of virtually every area of
commerce, antitrust experts —
lawyers, economists, and agen-
cies — are struggling to define
big data in the parlance of anti-
trust and analyze it in light of the
world’s antitrustlaws.

What is “data” in the

eyes of antitrust enforcers?
Before delving into which char-
acteristics of big data are anti-
trust-related, it is of vital impor-
tance to see what exactly “data” is
from an antitrustlaw perspective.
Atits simplest, “data” is a product
and the same antitrust law analy-
siscanbe applied toitasis applied
to any other product. In a similar
manner, services founded on data
can be analyzed in the same way
under antitrust laws as any oth-
er service. The difficulty is that
data is not finite in the same way
as most products are, and there-
fore views differ wildly regarding

its relative importance to compe-
tition. Some argue that large data
sets that require a more sophisti-
cated database and software tech-
niques to process (also known as
“big data”) is an important barri-
erto entry because data is difficult
to collect, access, replicate, and
process. Others assert that “[d]
ata-rich companiesarenotaneco-
nomic threat but rather an impor-
tant source of innovation, which
policymakers should encour-
age, not limit” because data - es-
pecially consumer data - is read-
ily available, non-rivalrous, and
ubiquitous, in that multiple enti-
ties can collect and use the same
data without raising foreclosure
concerns. In the midst of this hot
debate, understanding regulato-
ry authorities’ current thinking
on the topic is essential for organ-
izations who wish to navigate suc-
cessfully through a rapidly chang-
ing commercial landscape.

What is the key regulatory
authorities’ current

thinking on big data?

A well-accepted truism is that
control of large amounts of da-
ta raises the possibility of giving
companies an unfair advantage
over competitors, allowing them
to use their market power to harm
consumers and competitors. This
is drawing intense scrutiny from
antitrust authorities in key juris-
dictions around the world. Eu-
rope,inparticular,hasfocused sig-
nificant attention on antitrustand
big data: In November 2015, the
UK’s Financial Conduct Authori-
tyissuedacall forinputinrelation
to big data in the retail general in-
surance sector. In May 2016, the

Antitrust law and data processing:

With big data comes big responsibi

French and German antitrust au-
thorities published a joint paper,
titled ‘Competition Law and Da-
ta’. Following France and Germa-
ny, the Italian Antitrust Authori-
ty hasjustlaunched its first sector
inquiry into big data together with
the Italian Communications Au-
thority and the Italian Data Pro-
tection Authority. Again, many
big data-related issues have aris-
en during the e-commerce sector
inquiry of the European Commis-
sion, the final report of which was
published on May 10, 2017. Mar-
grethe Vestager, the EU Compe-
tition Commissioner, in her Jan-
uary 2016 speech, ‘Competition
in a Big Data World’ at the Digital
Life Design Conference, acknowl-
edged the growing relevance of
data in antitrust law. Later, in an-
other speech on the use of pricing
algorithms, she also brought up
the issue of collusion risks which
may arisefromalgorithmsthatare
poorly designed or misused by an
automated system.

With its antitrust legislation
closelymodeled onthe EUregime,
Turkey is also paying ever-in-
creasing attention to the phenom-
enon. The mostrecent instance in
this respect, the Turkish Compe-
tition Authority’s ‘Big Data, On-
line Platforms and Competition
Law Seminar’, organized in con-
junction with the Turkish Indus-
trialists and Businessmen’s As-
sociation (TUSIAD) on April 25,
2018, indicated that the Turkish
Competition Authority will keep
a close eye on big data among a
broader set of concerns arising
from digitalization. The event is
notable in that it gives insight into
the Turkish Competition Authori-
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ty’s current thinking on the topic,
which is essential to know for or-
ganizations that aim to capitalize
onbigdataand analytics.

What could be the potential
antitrust risks arising from
big data?
The accumulation of data is not
problematic per se under antitrust
law. However, could owning a signif-
icant data set make you a dominant
player and therefore subject to add-
ed scrutiny? Or can a post-merger
combination of data increase your
market power, or increase barriers
to entry? Does conduct in relation
to big data seem to be exclusionary
(e.g. exclusive contracts, tied sales,
refusal toprovideaccesstodata, dis-
criminatory access, discriminatory
pricing)? These competitive analy-
sisquestions should be answered on
acase-by-casebasis, combining sec-
tor-specific market dynamics with
legal knowledge. Still, an effective
antitrust case analysiswould always
require questions in relation to the
characteristics of the collected da-
taas well, such as (i) who is collect-
ing the data, how, and on what sub-
jects; (ii) whether comparable data
are available from multiple sources;
(iii) whatisthe marginal value of ad-
ditional data; and (iv) what is reduc-
tionindata’s value overtime.
Antitrust authorities in key juris-
dictions fear that big data can lead
to abuse of dominance, especial-
ly where undertakings hold unique
datasets that cannot be replicated
by competitors. This might lead to
anticompetitive exclusionary con-
duct, typically in the form of exclu-
sive contracts for the use of data or
otherwise refusal to grant competi-
tors access to certain data. Also, big
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data can reinforce an undertaking’s
dominantpositioninanothermarket,
for instance in markets where access
to a particular data set is essential to
enable competition in an upstream/
downstream/neighboring market.

Alternatively, in the application
of big data-related technologies (e.g.
pricing algorithms), there might be
room for collusion among compet-
itors. Partnerships can use algo-
rithmsto implement their agreement
and fix certain price levels. In other
words, pricing algorithms can func-
tion as a cartel instrument. Or, part-
nerships may unilaterally decide to
create comparable algorithms aimed
at maximizing their profit, leading to
parallel market behavior. Although
parallel market behavior does not
constitute an illegal action per se, it
may yield the effect that competitors
agree on common price levels more
quickly. In relation to merger control,
big data acquired entirely by a single
company may increase barriers to
the entry of new players in a relevant
market. The biggest dilemma here is
that merger control enforcement in
keyjurisdictionsistriggeredbased on
transaction parties’ turnover, but in
the context of a growing digital econ-
omy and the increasing numbers of
digital start-ups, tech companies of-
ten fail to generate high turnovers at
first. Although their corporate val-
ue may be significant as a result of
their degree of innovation, the data
sets they have owned, or their mar-
ket presence in the eyes of sophisti-
cated customers, a merger involving
such undertakings may not trigger
a merger control review due to their
lowturnover.

Conclusion

In recent years, the dramatic
change in the magnitude and scope
of data accumulation and organi-
zations’ increasing ability to pro-
cess it through modern computing
power have put the notion ofbig da-
ta in the spotlight of the antitrust
law world. Many authorities have

already started to inquire into the
sectors that are related to or most-
ly influenced by big data. Although
big data’s actual impact on compe-
tition among undertakings is not
clear yet, the general consensus is
that the ability to generate and pro-
cess large data sets can be associat-
ed to market power, and therefore
anantitrustanalysis should take ac-
count of its impacts (either pro- or
anti-competitive).

The traditional antitrust ap-
proach can already address many
data-related anti-competitive
practices, yet there are still uncer-
tainties and regulatory grey zones
worth examining in the future. In
the interim, undertakings (es-
pecially tech companies) should
watch out for granting exclusive li-
censing of or exclusive accesstoim-
portantdatasets. Dominant market
players should tread carefully when
operating their business in order
not to face new categories of abuse
of dominance claims. On the merg-
er control front, transaction parties
should make sure that their abili-
ty to accumulate and process large
data sets does not lead to the emer-
genceorincrease of entrybarriers.

Ultimately, companies should
use big data as an asset, similar to
their use of more traditional assets.
Inplanning strategicbig data-relat-
ed transactions, they mustbe aware
of the characteristics of their spe-
cific data (e.g. how, by whom, and
on what subjects the data is pro-
cessed), together with the dynam-
ics of the markets in which they op-
erate. If a particular use of big da-
ta might be perceived as having
anticompetitive effects, companies
must be prepared to justify their
conductto antitrust authorities.
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Energy glant
Pletro Fiorentini
buys Gemsat

rkish companies
roducing ener-
gy equipment are
raising eyebrows
around the world and garne-
ring M&A interest. Recently,
one of Ttaly’s oldest producers
of energy equipment, Pietro
Fiorentini, put the final tou-
ches on the purchase of Bur-
sa-based Gemsat Gaz Ekip-
manlari.

Gemsat was founded in 1993
by Nihat Ucar, an engineer
working in Iraq in the 1990s,
and had an initial operating
space of a mere 75 square me-
ters. A quarter century later, it
has expanded into the interna-
tional arena as well as Turkey
producing natural gas pres-
sure reduction and metering
stations.

Works with energy giants
Gemsat’s partners include
industry giants like Boru
Hatlari ve Petrol Tasima A.S.
(BOTAS), IGDAS, Bursagaz,

Izgaz, Izmirgaz, Kirgaz,
Baskentgaz, Diyargaz and
Akmercan Gaz as well as
companies operating in the
energy sector like HABAS,
Zorlu Holding, Calik Grubu.

Entered Turkey in 1991

Pietro Fiorentini is a leader in
Italy in the production of tech-
nologically-advanced prod-
ucts and services for natural
gas distribution and use. With
70 years of experience, the
company operates 11 facilities
around the world and entered
the Turkish market in 1991
with its subsidiary FioGaz,
selling equipment for high
pressure and medium pressure
pipelines.

In2013,the companyalsoin-
stalled regional stations and
joined ODOGAZ, which dis-
tributes LPG coke. The com-
pany also has biomethane in-
jection cabin production lines
initsItailan and Frenchplants.
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